
 

All users of CPL internet services (henceforth called ‘Services’) agree to and must comply with this 
Acceptable Use Policy (AUP). CPL does not exercise editorial control or review over the content of 
any web site, electronic mail transmission, paper printout, newsgroup, or other material created or 
accessible over or through the Services. However, CPL may remove, block, filter, or restrict by any 
other means any materials that, in CPL's sole discretion, may be deemed illegal; may subject CPL to 
liability; or which may violate this AUP. CPL may cooperate with legal authorities and/or third 
parties in the investigation of any suspected or alleged crime or civil wrong. Violation of this AUP 
may result in the suspension or termination of either access to the Services and/or to CPL. 

The following constitute violations of this AUP (this list is intended to be illustrative and not 
exhaustive; other uses may violate the AUP and CPL remains the sole and final arbiter of acceptable 
usage of its Services): 

• Displaying, printing transmitting and/or distributing 
o threatening material 
o expressions of bigotry, racism or hate 
o obscene or sexually provocative material 

• Illegal use 
• Harm to minors  
• Harassment 
• Fraudulent activity 
• Forgery or impersonation 
• Unsolicited commercial email/Unsolicited bulk email 
• Copyright or trademark infringement 
• Collection of personal data 
• Network disruptions  
• High Volume, Server Hosting, and non-traditional end user activities  

CPL assumes no responsibility for costs, liabilities, claims or damages arising from the use of the 
internet. 

CPL assumes no responsibility for damage, theft, or loss of any kind to a user's equipment, software, 
data files or other personal property brought into or used at the Library. 

Users are responsible for knowing how to configure their own equipment. CPL staff cannot provide 
technical support for establishing or maintaining a connection. Users may not plug equipment into 
the Library’s computer network. Use of electrical outlets on table-tops is permitted. 
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CPL cannot guarantee that children and youth will not access inappropriate internet content.  We 
recommend that parents / legal guardians take an active interest in, and responsibility for their 
child’s internet use. 

The wireless internet access is available for use during Library hours only.  There will be no 
announcements or warnings pertaining to availability. Please plan your usage accordingly. Printing is 
available to Library printers using our Print From Anywhere service. Alternatively, files saved to a 
USB drive can be printed from one of the Library’s public access computers. 

CPL reserves the right to revise, amend, or modify this AUP, and other Library policies and 
agreements at any time and in any manner without notice. 

CPL provides public access to the Internet. There are potentially serious security issues with any 
computer connected to the Internet without the appropriate protection. It is recommended that 
users use a personal firewall, virus software,  and/or a Virtual Private Network system to protect 
their device on the internet. CPL advises the user that he/she should consult a security expert to 
determine whether there are any potential security holes in their computer's configuration.  

CPL SPECIFICALLY DISCLAIMS ANY LIABILITY FOR UNAUTHORIZED THIRD-PARTY SECURITY BREACHES 
OR THE RESULTS THEREOF. CPL PROVIDES ACCESS TO THE INTERNET AND THE CPL NETWORK ON AN 
"AS IS" BASIS WITH ALL RISKS INHERENT IN SUCH ACCESS. BY CONNECTING TO THE CPL NETWORK, 
THE USER ACKNOWLEDGES THE RISKS ASSOCIATED WITH PUBLIC ACCESS TO THE INTERNET OR 
DOCUMENT PRINTING AND HEREBY RELEASES AND INDEMNIFIES CPL FROM ANY DAMAGES THAT 
MAY OCCUR. 
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